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打着“免费福利”幌子为电诈引流

警惕新型“试吃卡”骗局
■得到1000多元好处后，她放松了警惕

2025年11月的一天，家住山东淄博
的邢女士偶然发现，自家门把手上挂着一
个制作精美的手提袋，其中装有一张某知
名超市的“试吃卡”。她以为是超市的宣
传推广活动，便扫描了卡面二维码进入

“官方客服”对话页面，按照客服引导进入
聊天群，选择了一袋大米作为试吃产品。

当晚，便有一名男子将一袋10斤大
米送至邢女士家中。客服告诉她，可以
参加群中打卡签到、回答问题、转账返利
等活动，均能获得现金福利。在陆续收
到0.07至288元不等、共计1338.51元
转账收入后，邢女士逐渐放松了警惕。

随后，在一次“45000元返 67000
元”的转账返利任务中，客服告诉邢女
士，在线支付限额4998元，余下的4万
元需线下送至指定位置。基于先前积
累的信任，她将现金按照指示装入纸箱
中，打车前往指定位置放置。

回家后，客服声称，由于任务操作
失误，邢女士需再完成一个额度为10
万元的任务作为补救后，方可一次性获
取两笔转账的返利。邢女士携带钱款
前往指定位置的途中，淄博市公安局博
山分局的民警注意到异常，迅速组织拦
截，避免了其进一步的财产损失。

发放虚假宣传材料的王某某等8
人，很快被警方抓获归案。博山分局刑
侦大队民警介绍，8名嫌疑人辗转多个
城市，在各小区住户门口发放虚假宣传
材料共计2万余份。

经讯问，8名嫌疑人对自己的犯罪

行为供认不讳。目前，8名嫌疑人因涉
嫌帮助信息网络犯罪活动罪被依法采
取刑事强制措施。

无独有偶，2025年11月26日，山
东聊城市公安局东昌府分局民警发现，
辖区多个小区单元楼内出现大量“试吃
卡”宣传广告，于当晚抓获正在小区内
发放虚假材料的嫌疑人朱某某、王某，
缴获涉诈“试吃卡”1000余张。

■看灯发卡，层层套路引人入局

办案民警表示，此类新型诈骗引流
团伙精心策划、细致分工、分步实施，具
有极强的迷惑性。

——夜晚踩点，精选“韭菜”。
涉诈“试吃卡”是怎么挑选作案目标

的？犯罪嫌疑人朱某某说，为避免和业主
直接碰面，他们选择在夜晚进入小区摸排
安保情况，并专门挑选晚间亮灯较多的单
元楼再次登门。犯罪嫌疑人一般选择门
上有对联或者门口有鞋柜、地毯的住户，这
是为了能够精准投送到有人住的家门口。

——以利相诱，扩张迅速。
“每投送一张‘试吃卡’，就能获利6

元，我们分给具体干活的2.5元。上线就
给6元，发卡的分2.5元，我提成2元，我哥
提成1.5元。”犯罪嫌疑人王某某说，只要
把材料挂到住户门把手上，就算完成一
单，操作简单、容易走量。王某某用“来钱
快”的噱头发展同伙，3人小组几天内就
扩充为8人2组的作案团伙。他们驾驶
两辆汽车，每到一座新的城市便分头行动
分发虚假“试吃卡”。据统计，仅在2025

年11月，该团伙便获利11万余元。
——线上联系，上线遥控。
警方介绍，负责引流的犯罪嫌疑人使

用境外通信软件结识诈骗团伙上线，上线
通过远程遥控、布置任务。王某某交代，他
按上线要求购置了多台记录仪，在分发虚
假宣传材料时由同伙随身携带并录像，通
过后台向上线实时分享。此外，团伙分发
完每张“试吃卡”后，都会单独拍照，将小区
地址、门牌号、门把手上所挂虚假宣传材料
等关键信息记录上传。上线会不定期用虚
拟货币向他结算费用，具有极强的隐匿性。

记者扫描了被收缴的虚假“试吃
卡”，发现个别二维码仍然有效，不过活
动名称已变为“水果试吃”。警方表示，
设置此类骗局所需条件较为简单，一些
诈骗团伙遭到打击后，蛰伏一段时间便
改头换面“另起炉灶”。

■增强社区协防，谨记“天上不会掉馅饼”

办案民警介绍，有关案件中，诈骗
分子表现出较强的反侦查意识，设置了
层层伪装。诈骗团伙往往利用正规印
刷厂商、货运平台生产、运输虚假宣传
材料，并利用大量不知情人士作为掩
护，让他们沦为作案“工具人”。

此外，这类案件中的诈骗分子往往
流窜作案，较难追踪轨迹。以聊城警方侦
办的案件为例，犯罪嫌疑人不在同一地区
长期作案，而是驾驶车辆辗转河北、山东
等省份的多地市作案，追溯难度较高。

受访基层干部认为，进一步织密基
层治理网络，可以有效阻断群众受骗渠

道。比如在聊城市，有网格员发现自家
门把手挂有可疑的“试吃卡”，随即联系
当地街道和公安等部门，并提交智能门
锁拍下的嫌疑人人脸照片，帮助警方快
速破案，实现无钱转出、无人受骗。

中国人民大学法学院教授刘俊海
表示，诈骗分子为逃避监管，往往利用
虚假身份信息入住网约房，并用作犯罪
窝点。相关平台应严格落实监管责任，
严格依法依规办理入住程序，不给潜在
违法犯罪分子提供可乘之机。

警方提醒公众，一些诈骗分子以“免
费试吃试用”“盲盒低价购”“0元领好物”

“海外代购特惠”等为噱头，通过社交软
件、短信、线下发卡等多种渠道诱导群众
扫码。此类二维码多指向钓鱼网站或诈
骗App，一旦填写银行卡号、验证码等敏
感信息，极易造成财产损失。公众要提高
防范意识，不轻易扫描来历不明的二维
码，不随意向陌生平台泄露个人信息，不
下载非官方认证的App。同时，切勿因
贪图小利参与此类“地推兼职”，沦为诈骗
分子的帮凶，否则将承担相应法律责任。

▲这是警方查获的假冒“试吃卡”材料。

新华网消息 岁末年初，不少商超推出多种促销活
动吸引顾客关注。然而，在全国多地出现了一种“试吃
卡”新型骗局，一些不法分子打着知名超市“免费福利”
的幌子，为电信网络诈骗犯罪引流。

近期，山东公安机关接连侦破多起“试吃卡”诈骗案
件，部分从事线下推广营销的地推人员受诈骗团伙遥
控，引诱群众下载陌生App或加入“福利群”，实施刷单
返利、盗刷银行卡等诈骗行为。对此，记者进行了调查。


